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Copyright and Disclaimer 

This document, as well as the software described in it, is furnished under license of the Instant Technologies Software 

Evaluation Agreement and may be used or copied only in accordance with the terms of such license. The content of 

this document is furnished for informational use only, is subject to change without notice, and should not be construed 

as a commitment by Instant Technologies. Instant Technologies assumes no responsibility or liability for any errors or 

inaccuracies that may appear in this document. All information in this document is confidential and proprietary. 

Except as permitted by the Software Evaluation Agreement, no part of this document may be reproduced, stored in a 

retrieval system, or transmitted in any form or by any means, electronic, mechanical, recording, or otherwise, without 

the prior written permission of Instant Technologies .  

Copyright © 2005 - 2014  Instant Technologies, All rights reserved. 

Trademarks 

All other trademarks are the property of their respective owners. 

Contact Information 

See our Web site for Customer Support information. 

http://www.instant-tech.com/ 
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WebSphere Deployment Manager 

Disable the auto-start of the application server 

1. Login in the WebSphere Console 

https://<severname>:9043/ibm/console 

 

2. Click on Severs, then expand Server Types and click on WebSphere application servers 
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3. Click on the server you want to change 

 

 

4. On the right hand side, Find Server Infrastructure and expand the “Java and Process Management”, and click on 

“Monitoring policy”. 
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5. Verify that the Application server is set to stopped, as required by Chime due to Sametime account restrictions.  

Stopped is the default setting. 

 

6. Press OK. 

7. You will be prompted that “Changes have been made to your local configuration” 

 

8. Verify that all other Application Servers’ “Node restart state” are set to “Stopped”, then save the configuration. 

  



Page 7  Copyright © 2014 Instant Technologies. All rights reserved. 
SW Oct 01, 2014  

Rev 2 

 

Sync the changes 

9. Expand System administration and click on nodes 

 

10. Select the nodes you want to synchronize, and press Full Resynchronize (DO NOT use Synchronize).  This will 

write the settings to all the nodes. 
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11. You should be prompted that the synchronization was successful. 
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Enable/Disable application security  

Application security is not required to run Chime 

1. Login in the WebSphere Console 

https://<severname>:9043/ibm/console 

 

1. Click on Security, then Global Security 
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3. To enable application security, check the “Enable application security” checkbox 

To disable application security, uncheck the “Enable application security” checkbox 

 

4. Press Apply 

5. Expand System administration, and click on “Save changes to master repository”. 
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6. Click “Synchronize changes with Nodes” 

 

7. Press Save 

8. You should receive a message that you settings have been applied.  

Sync the changes 

9. Expand System administration and click on nodes 

 

  



Page 12  Copyright © 2014 Instant Technologies. All rights reserved. 
SW Oct 01, 2014  

Rev 2 

 

10. Select the nodes you want to synchronize, and press Full Resynchronize (DO NOT use Synchronize).  This will 

write the settings to all the nodes. 

 

11. You should be prompted that the synchronization was successful. 
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Application server unable to start 

If the application server is showing a question mark instead of a red X or green arrow, you will want to verify and turn on 

the application server 

 

WWWWiiiindowndowndowndowssss    

Open Services and verify that IBM WebSphere Application Server V8.5 has been started 

 

If it isn’t started, right click on IBM WebSphere Application Server V8.5 and choose Start.  Verify that the service has 

started in Windows services. 
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Verify that the app server is now accessible 

 

If the service still doesn’t start, check the event logs for more details  
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LLLLinuxinuxinuxinux    

Instructions found at 

http://publib.boulder.ibm.com/infocenter/wpdoc/v6r0/index.jsp?topic=/com.ibm.wp.exp.doc/wpf/inst_startstop.html 

To start the administrative server: 

1. Open a command prompt and change to the following directory: 

• Linux: was_profile_root/bin 

• Windows: was_profile_root\bin 

• i5/OS: app_server_root/bin 

2. Enter the following command: 

• Linux: ./startServer.sh server1 

• Windows: startServer.bat server1 

• i5/OS: startServer.sh server1 -profileName profile_root 

3. where profile_root is the name of the WebSphere Application Server profile where WebSphere Portal Express is 

installed; for example, wp_profile. 

server1 is the name of your WebSphere Application Server administrative server. 

4. To verify that WebSphere Application Server is running, request the following URL from a browser: 

http://hostname.yourcompany.com:10038/snoop 

where hostname.yourcompany.com is the fully qualified host name of the machine where WebSphere 

Application Server is installed and the port number is the WC_defaulthost found in the serverindex.xml file. The 

file is located at was_profile_root/config/cells/cell_name/nodes/node_name/serverindex.xml. 

5. If you want to access the Administrative Console for WebSphere Application Server, you can do so with the 

following URL: 

http://hostname.yourcompany.com:9060/admin/ 

where the port number is the WC_adminhost found in the serverindex.xml file. The file is located at 

was_profile_root/config/cells/cell_name/nodes/node_name/serverindex.xml. 
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Manual Failover process 

1. Login in the WebSphere Console 

https://<severname>:9043/ibm/console 

 

2. Click on Severs, then expand Server Types and click on WebSphere application servers 
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1. Check the server you wish to stop , then press the Stop button 

 

2. You will then be prompted that the server is attempting to stop and that it has been stopped.  

 

3. Press  OK 
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5. Check the server you wish to start , then press the Start button 

 

6. You will be prompted that the app server has started 

 

7. Verify that the application is access via the webpage 
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Clustered Environment 

Sample High Availability diagram 

 

WebSphere Edge server 

The Edge server will function as a normal load 

balancer, routing traffic to the IHS servers based on 

load. 

WebSphere IHS 

WebSphere IHS’s will act as a secondary load 

balancer.  They will monitor the state of the Chime 

JVM’s and route traffic to the JVM that is active.  

The IHS will pole the WebSphere application cluster, 

to monitor the state of the Chime JVM.  The Chime 

JVM will either be in an activated or deactivated 

state. 

 

WebSphere App Server 

WebSphere App Servers need to be in a cluster.  

Each server should have a node, in which the Chime 

JVM will be loaded.  These nodes will be control by 

the DMGT. 

Chime JVM 

The Chime JVM will be loaded on to the App server.  

All Chime JVM should be configured to use the 

same Sametime accounts as dispatchers for the 

various queues.  Because of this, the JVM should 

not be set to auto-start, but should be required to 

manually start when rebooted. 
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Revision History 
Date User Remarks 

Sept 30, 2014 SW Initial Draft 
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Updated the Visio to put the labels 

next to the correct boxes. 

Oct 7,2014 SW 
Added WebSphere Deployment 

Manager section 

 


